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Abstract – Wireless Sensor Networks (𝐖𝐒𝐍s) are an influential 

network form that comprises remote nodes having sensing, 

processing, and communication capabilities. 𝐖𝐒𝐍 is a unique ad-

hoc network with a wireless telecommunications infrastructure 

that effectively supports, observes, and responds to natural and 

artificial events. It is impossible to employ the ad-hoc network 

routing methods in sensor networks since they are not scalable. 

WSN relies on the routing protocol to get data from sensors to 

their final destination in a timely way. If the routing protocol 

fails to work, then it is expected that a significant amount of time 

and effort will be spent finding the most efficient route, 

increasing the likelihood that the worst possible option will be 

selected. Because of this, WSN routing protocols must include 

the concept of "erudite" features, which refers to a high degree 

of sensing of the nodes around them to determine the optimum 

path. Fish swarm optimization is the basis of the new WSN 

routing protocol proposed in this paper, namely the Erudite Fish 

Swarm Optimization Based Routing Protocol (𝐄𝐅𝐒𝐎𝐑𝐏). In 

EFSORP, nodes are treated as fishes. Nodes having prior 

knowledge about routes are selected at random. Foraging, 

following, swarming, and random movement is four of the most 

common behaviors of fishes while seeking food. These behaviors 

are mimicked to identify the best routes in WSN. EFSORP’s 

performance is evaluated in NS3. A wide range of necessary 

computer network performance measures are used to assess 

𝐄𝐅𝐒𝐎𝐑𝐏 against existing routing protocols. 𝐄𝐅𝐒𝐎𝐑𝐏's results 

show that it outperforms the current routing protocols on all 

measures. 

Index Terms – Routing, WSN, Energy, Delay, Fish, 

Optimization. 

1. INTRODUCTION 

Due to the sensor node’s ability to be installed with no 

additional hardware and the network’s tracking capabilities, 

wireless sensor networks (WSNs) have already found 

applications in various fields in recent years [1]. Several WSN 

experiments have focused chiefly on localization, coverage 

and navigation. Low-cost microsensors with wireless 

capabilities have the feature of minimum energy consumption 

for transmitting the data and resource constraints [2]. To 

extend the lifespan of WSNs which have limited resources, 

energy-saving measures must be used. WSN routing protocols 

have lately been the subject of a slew of studies, with the 

consensus being that schemes based on hierarchies and 

clusters hold the most promise for improving scalability and 

prolonging the lifespan of WSNs [3]. The low-energy 

adaptive clustering hierarchy (LEACH) [4] is a significant 

protocol in WSN. The energy consumption and scalability 

concerns are solved in LEACH through clustering. As a 

result, WSN apps frequently employ it. According to some 

scientists, heterogeneous WSNs might extend network life 

and make WSNs more suitable for applications [5], [6]. 

HWSNs can theoretically be classified into two categories: 

sensor nodes deployed with varying contact radii and sensor 

nodes deployed with varying energies, according to the 

theory. WSN routing methods often use a variety of different 

protocols [7]. 

An essential component of omnipresent/ubiquitous 

measurement is WSNs. The advancement in wireless 

technologies has led to many potential applications, including 

territory monitoring systems, lava control networks and 

industrial sensor networks [8]. The Heterogeneous Wireless 

Sensor Network (HWSN) comprises sensor nodes with 

various capabilities to achieve the target [9]. Different sensor 

devices have a diverse sensing range, thereby giving better 

versatility. To provide a variety of sensing services, we may 

construct a WSN with nodes that are equipped with various 

types of sensors. There are two types of sensor nodes: high-

performance and long-distance sensor nodes, while low-

performance and short-distance sensor nodes are less 

expensive and have a lesser processing and sensing capacity. 
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WSN execution and cost balance can be achieved by using a 

hybrid implementation of these nodes. Heterogeneous routing 

protocols can meet the following requirements [10]. 

Routing is a critical component of WSNs, and it must be 

appropriately managed. A routing strategy is needed to 

establish communication between base stations and sensor 

nodes [11]. The difficulty with routing causes a loss in 

network life and increased energy use. As a result, various 

routing strategies are being proposed to decrease the 

utilization of energy and increase the lifespan of the entire 

network. The network topology and the quantity of 

participating nodes can be used to classify all routing 

protocols. Roaming networks face several issues ranging from 

low battery life and insufficient coverage to high energy usage 

and poor nodes [12]. Optimization plays a significant role in 

routing to minimize the routing overhead [13]–[22]. 

Sensor nodes use a short-range radio frequency (RF) 

transmission and receiving unit to communicate with one 

other. The volume of communication and the distance it 

travels affect the amount of energy used to transmit 

information. It is possible to save a large amount of energy by 

processing data locally to decrease travel. It is essential to 

reduce the quantity of data sent between sensors and reduce 

the distances between sensors to save energy. Multi-hop 

routing with low distances between each hop may save 

electricity by orders of magnitude over single-hop routing 

with a broad travel range for the same destination. 

Similarly, to shorten signal transmission distance, multi-hop 

communication and clustering-based hierarchies have been 

developed to forward data in the network. If the application 

situation requires a certain direction to take precedence, then 

trade-offs must be negotiated. For example, removing 

redundant sensing might minimize data transmission; 

communication energy usage is lowered. However, this 

demands more sophisticated control systems, supported by 

more complex processing, and may result in increased energy 

usage for calculation. 

Sensing and transmitting data are the essential functions of a 

sensor network. The nodes first create routing pathways, and 

only then may data be sent or received along those routes. In 

an energy-constrained sensor network, routing is critical for 

determining the best route and transferring data. The poor 

routing protocol in WSN fails to select the most efficient 

route if more than one best route is available to the 

destination. There are multiple chances for failing the best 

route in WSN for various reasons. Hence, there exists a need 

for deep sensing the nodes before finding the route to the 

destination. When sensor nodes are running low on energy, 

some network portions may not transmit data to the 

destination from sensor nodes. It is a critical challenge in 

WSNs to optimize the use of nodes' energy and extend the 

network’s lifespan. 

The main intention of this research work is to propose an 

“Erudite Fish Swarm Optimization-based Routing Protocol 

(EFSORP)”, which is inspired by the natural foraging 

characteristics of fishes. EFSORP aims to minimize WSN 

nodes energy while determining the optimum path and 

sending data on the identified route to the destination. The 

main intention of EFSORP is to increase the WSN lifetime by 

minimizing the consumption of energy at each node. In a 

nutshell, the primary goal of EFSORP is to identify and use 

better nodes in the routes to the destination. 

A brief introduction to WSN and its routing is provided in this 

section with a statement of the problem and research 

objectives. The relevant works of literature for this research 

are reviewed in Section 2. Section 3 proposes the routing 

protocol, namely EFSORP, to enhance the WSN lifetime. 

Section 4 provides the details of the settings used for 

conducting the simulation. Section 5 discusses the metrics 

used to analyze the performance of proposed and existing 

routing protocols. The findings of the simulation are 

discussed in Section 6. Conclusion with future enhancement 

is discussed in Section 7. 

2. LITERATURE REVIEW 

The current section discusses the current WSN routing 

protocols that have the drawback of more energy consumption 

leading to reduced network lifetime.  

“Multi-Pole based Field Persistent Routing” [23] is proposed 

to examine the security-related issues in Electrostatic field-

based routing, i.e., routing through multiple paths based on 

electrostatic routing. Secured Multi-Pole Field Persistent 

Routing is incorporated for better routing data in the network. 

Load balancing is enhanced and is safeguarded against 

different types of attacks. Four different technologies for 

security are analyzed to route, and protocols are classified 

into three various implementations in “Dynamic Routing 

Protocol” [24]. It has surveyed discovering routes and their 

maintenance, which may lead to the disclosure of information 

and interruption of communication. Forwarding data in the 

network is provided for safeguarding the broadband services 

in the satellite network. “Secure Clustering-based Energy 

Routing” [24] is proposed to improve the network’s lifetime. 

Routing and networking were ensembled to transmit packets 

efficiently, and stability metrics were measured to increase 

energy efficiency for the cluster. The clustering model is used 

to balance the network’s efficiency and integrity. “Path 

Stability Routing” [25] is proposed for securing the routing 

based upon route modifications. Gao-Rexford structure is 

used for diagnosing the strategies of routing and is deployed 

with different deployment mechanisms. The topology 

features were analyzed, and a derived pattern-based dispute 

chain was innovated to examine the issue. “Secure 

Deduplication Schemes” [26] are suggested for three different 

setups: semi-distributed, fully distributed, and centralized. 
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Data retrieval, storage, deduplication, and sharing are all 

protected by the system's safeguards. Adapting to edge 

computing is used to safeguard data storage against 

conventional threats.  

“Agent-Based Self-Protective Method” [27] is suggested for 

UAV networks based on the human immunological system. A 

multi-agent system employs an Artificial Immune System and 

a Route Request Packet towards the destination out of its 

source to identify the existing routes to detect the assaults. 

Safe routes are carefully selected by utilizing a protection 

mechanism at the point of origin. For identifying and 

isolating the network's malicious node. The trust-based 

assessment technique suggests “Energy Optimization-based 

Secure Routing” [28] for WSN. Each node's energy and trust 

levels are considered while designing an EOSR protocol. As 

a consequence, the trust nodes' energy consumption is 

allocated equitably. The proactive routing technique “Novel 

Proactive Routing Strategy” [29] is developed to safeguard 

MANETS from assaults to secure the network. Network 

activity monitoring ensures that specific nodes in the network 

are protected against node assaults. Multi-Point Relay (MPR) 

is used to enhance the security of the packets by selecting a 

new node for the transmission of data packets. “Ethereum 

Platform” [30]  is a proposed platform for blockchain to 

analyze various factor analyses in networks. Blockchain-

based drone system for data delivery and authenticating the 

warehouses and products using drones. Machine Learning-

based intrusion system enhances communication using drones 

for controlling and commanding the network with security 

and robustness. “Event-Driven Routing Protocol” [31] is 

proposed for the robust system in Wireless networks. An 

energy-efficient network is presented to improve the medical 

sensor node’s energy. A denial-of-Service attack is carried 

out based on the quality of Service parameters and compared 

with FCFU and LEACH algorithms for performance 

evaluation. 

Security and prevention of intrusion can be achieved by 

designing the Software-Defined Network according to the 

SMPM paradigm. Ensembled multipath was employed to 

detect the intermediate attacks. To improve mutation 

efficiency, “Random Route Mutation” [30] is proposed to 

alter and redirect the course of events. According to RPM-

algorithms Pathfinder for assessing security, QoS, and 

Overlap, it generates all possible routes from a source to a 

destination. Packets in the path can limit sniffer attacks. 

“Energy-Efficient Secured Multi-Path Protocol” [32] is 

proposed to provide an optimized route to enhance 

communication among two different nodes and make the 

network lifetime efficient. Directed Diffusion Protocol is 

compared to show its better efficiency. A particular type of 

attack encompassing pulling traffic was detected, and the 

malicious nodes were removed. “Trust Management Scheme” 

[33]  is proposed for the Mobile Internet of Things to 

communicate securely by ensuring efficiency, availability and 

reliability. Trust is integrated for delivering content inside 

Information-Centric Networks. Two devices were detected 

for identifying Man-in-The-Middle, Distributed Denial of 

Service and Denial of Service. The routing paths were 

identified using real-time feature parameters while 

transferring data to the destination from the source node. 

“Bee Colony based Secured Routing” [34] is proposed for 

routing data from a group of mobile nodes in MANET. 

EBeeAdhoc, an architecture, is developed based on fuzzy set 

theory for which digital signatures are integrated. TRUTIME, 

a toolbox in MATLAB, is used to simulate results. The 

security-based threats were examined for the study. 

“Fuzzy Inference System-based Reverse Glowworm Swarm 

Optimization (FIS-RGSO)” [35] is a suggested method for 

reducing WSN energy usage by identifying the most efficient 

path to the destination. FIS-sensors RGSOs are designed to 

move as efficiently as possible to use the least energy 

potential while also extending their lifespan. In terms of 

lifespan and energy efficiency, FIS-RGSO increases the 

longevity and efficiency of green WSNs by restricting and 

organizing sensor motions based on decisions made by the 

Fuzzy-Inference-System, resulting in minimal energy 

consumption and reduced distance traversal. A proposed 

approach for reducing energy consumption in WSN data 

transmission is “Neighborhood Field Optimization (NFO)” 

[36]. NFO highlights the need for a well-defined 

neighborhood. The local search can be aided by the help of 

the neighborhood's nearest neighbors. Because of its 

population-based structure, NFO has a high exploratory 

ability at the beginning of its evolution. Neighbor-to-neighbor 

differences can estimate gradient information after the 

algorithm has reached a limited area. The programme may be 

able to use the situation to its fullest extent. 

From the above discussed WSN current routing protocols, it 

was identified that there is a need for an erudite routing 

protocol that will save the energy at each node towards 

enhancing the WSN lifetime. 

3. FISH SWARM OPTIMIZATION 

An algorithm that uses decentralized, self-organized systems 

to solve problems is a “swarm”. It has been widely employed 

to address various issues in various contexts. Swarm 

intelligence programmed concepts simulate individual fish 

behaviour, and the information exchanges inside a fish swarm 

are called a fish swarm optimization algorithm (FSOA). 

When searching for food or friends, artificial fish (AF) use 

four different behaviors: (i) preying, (ii) random movements, 

(iii) travelling in swarms, and (iv) following other fish. There 

are four distinct ways in which an algorithm might achieve 

global convergence: by preying on different strategies, 

forming swarms, accelerating their convergence, and 
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randomly wandering around inside another strategy’s 

convergence zone. Self-information, such as the vision field, 

movement step length, and maximum attempt number of each 

artificial fish, determines the fish’s future action. An 𝐴𝐹 uses 

its sense of sight to learn about its surroundings, in which the 

𝑉𝑖𝑠𝑢𝑎𝑙  denotes the 𝐴𝐹’s visual range and 𝑆𝑡𝑒𝑝 which is the 

maximum moving step length. Current location is  𝑃𝑠, 𝑉𝑖𝑠𝑢𝑎𝑙 
position is 𝑃𝑤, and an artificial fish’s position is 𝑃𝑛𝑒𝑥𝑡, with 

𝑃𝑛𝑒𝑥𝑡 denoting the next position. To go to the 𝑃𝑛𝑒𝑥𝑡  from  𝑃𝑠, 

the 𝐴𝐹 will head toward 𝑃𝑤 if the food content found is higher 

than in  𝑃𝑠; otherwise, it will continue to explore the region 

within its field of vision. 

Iterative food foraging is depicted in the basic 𝐹𝑆𝑂𝐴 are as 

follows: 

Step 1: To begin, several essential parameters are set, 

including the visual range 𝑉𝑖𝑠𝑢𝑎𝑙, the stepping 

length 𝑠𝑡𝑒𝑝, the cropping divisor 𝜃, and the 

maximum number of tries 𝐹𝑡.  

Step 2: Stochastic initialization of an 𝐴𝐹 swarm.  

Step 3: Calculate the ideal concentration of food for each 

fish at the present location (objective function 

value) and note it on the bulletin board. 

Step 4: There is a separate 𝐴𝐹 for each. 

(a) It investigates and implements optimal 

following and 𝑆𝐵 to determine its fitness value.

  

(b) Assembling a new bulletin board in the new 

location and comparing the food concentration 

to the previous value ensures the current value 

is maintained. 

Step 5:  Once the halting requirement has been reached, repeat 

Step 4. 

4. ERUDITE FISH SWARM OPTIMIZATION BASED 

ROUTING PROTOCOL (EFSORP) 

This research work has developed an EFSORP model to 

identify essential routes incorporating fishes' natural 

characteristics. Four biological activities are included in the 

process of identifying essential routing information, including 

the use of an AF as a routing information set which are (𝑖) 

foraging behavior (𝐹𝑟𝐵), (𝑖𝑖) random behavior (𝑅𝐵), (𝑖𝑖𝑖) 

following behavior (𝐹𝑜𝐵) and (𝑖𝑣) swarming behavior (𝑆𝐵). 

Candidate nodes have a major role in identifying the routes.  

4.1. Initialization 

𝑇 number of AFs are created by randomly picking a portion 

of previously-identified essential routing information, and 

each one has 𝑐 such previously-identified routing information 

fragments. 𝐹𝑖𝑠ℎ𝑠 = (𝐸𝑃𝑠1, 𝐸𝑃𝑠2…,𝐸𝑃𝑠𝑐) (𝑤ℎ𝑒𝑟𝑒 𝑠 =

1,2, … , 𝑇) Encodes the location of fish 𝑠as 𝑐-dimensional 

integer set and represents a well-known essential routing 

information set. 

4.2. Predatory Behavior 

Studies have shown that essential routing information is more 

likely to be clustered together than independently. Hence, it is 

reasonable to assume that routing information near known 

necessary routing information is more likely to be crucial. 

With this in mind, it’s essential to understand how a WSN 

network’s topology affects the reliability of contact between 

two interacting routing information. Node interaction weights 

must first be determined before a neighbor’s essentiality can 

be estimations. The weight of routing information pairings is 

calculated by 𝐸𝐹𝑆𝑂𝑅𝑃 using the Edge Clustering Coefficient 

(𝐸𝐶𝐶). Edge’s 𝐸𝐶𝐶 may be described as 𝐸𝐶𝐶(𝑜, 𝑟) in Eq.(1). 

𝐸𝐶𝐶(𝑜, 𝑟) =
|𝑇𝑜∩𝑇𝑟|+1

𝑚𝑖𝑛{𝑦𝑜,𝑦𝑟}
                                             (1) 

𝑇𝑜 and 𝑇𝑟 are the neighbour sets of routing information 𝑜 and 

routing information 𝑟, respectively, while 𝑦𝑜  and 𝑦𝑟 are the 

degree of routing information 𝑜 and routing information 𝑟, 

respectively. Measures of node-to-node co-expression are 

based on the Pearson Correlation Coefficient (PCC). PCC 

may be defined as 𝑃𝐶𝐶(𝑜, 𝑟) in Eq.(2). 

𝑃𝐶𝐶(𝑜, 𝑟) =
∑ (𝑜𝑠−𝜗(𝑜))(𝑟𝑠−𝜗(𝑟))𝑡

𝑠=1

√∑ (𝑜𝑠−𝜗(𝑜))
2

×√∑ (𝑟𝑠−𝜗(𝑟))
2𝑡

𝑠=1
𝑡
𝑠=1

                      (2) 

There is a total of 𝑡 gene expression time points for each 

routing information, 𝑜𝑠 and 𝑟𝑠 are the expression levels of 

each routing information, 𝑜 and, at the time point 𝑠, 

respectively. Routing information is expressed in two ways: 

by the 𝜗(𝑜) and 𝜗(𝑟). The similarity of the two routing 

information 𝑜 and 𝑣 functions is also measured by the number 

of route ontology (RO) annotations they share. The more RO 

annotations a pair of routing information have, the more likely 

they will interact. Edge’s CGO (𝑜,𝑟) are defined in Eq.(3). 

𝐶𝐺𝑂(𝑜, 𝑟) = {
|𝐽𝐾𝑜∩𝐽𝐾𝑟|2

|𝐽𝐾𝑜|×|𝐽𝐾𝑟|
, |𝐽𝐾𝑜| > 0 𝑎𝑚𝑑 |𝐽𝐾𝑟| > 0

0,                                      𝑜𝑡ℎ𝑒𝑟𝑤𝑖𝑠𝑒
        (3) 

Annotations for routing information 𝑜 and 𝑣 are represented 

by the 𝑅𝑂 terms 𝐽𝐾𝑜 and 𝐽𝐾𝑟; the standard 𝑅𝑂 annotations 

between those two sets are represented by 𝐽𝐾𝑜 ∩ 𝐽𝐾𝑟. 

Moreover, for routing information to carry out their intended 

activities, specific subcellular compartments must be where 

they are housed.  

For routing information to interact with another routing 

information, it must be inside a particular location in a cell. 

𝐶𝑆𝐿 (Common Subcellular Localizations) between routing 

information is defined as the 𝐶𝑆𝐿 of edge (𝑜,𝑟), which is 

expressed in Eq.(4). 
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𝐶𝑆𝐿(𝑜, 𝑟) = {
|𝐸𝑍𝑜∩𝐸𝑍𝑟|2

|𝐸𝑍𝑜|×|𝐸𝑍𝑟|
,   |𝐸𝑍𝑜| > 0 𝑎𝑛𝑑|𝐸𝑍𝑟| > 0

0,                                    𝑜𝑡ℎ𝑒𝑟𝑤𝑖𝑠𝑒
      (4) 

Subcellular localization sets 𝐸𝑍𝑜 and 𝐸𝑍𝑟, respectively, 

define the subcellular localization of two routing information 

𝑜 and 𝑣 the set of common subcellular locations between 

them, and it is denoted by 𝐸𝑍𝑜 ∩ 𝐸𝑍𝑟. Once this two-routing 

information has been determined, the weight of their 

interaction, 𝑜 and 𝑣 calculated using Eq.(5). 

𝑊(𝑜, 𝑟) =
𝐸𝐶𝐶(𝑜,𝑟)

(𝑃𝐶𝐶(𝑜,𝑟)+𝐶𝐺𝑂(𝑜,𝑟)+𝐶𝑆𝐿(𝑜,𝑟))
∗ 𝐶𝐺𝑂(𝑜, 𝑟)        (5) 

To determine how closely related a routing information 𝑟 in 

𝑇𝑠 is to route information in 𝐹𝑖𝑠ℎ𝑠. Let’s consider 𝑇𝑠 to be the 

collection of all routing information neighbors, and it is 

expressed in Eq.(6). 

𝐶𝑙𝑜𝑠𝑒(𝑟, 𝐹𝑖𝑠ℎ𝑠) = ∑ 𝑊𝑜𝜔𝐹𝑖𝑠ℎ𝑠
(𝑜, 𝑟)                            (6) 

Once a neighbor routing information is added to 𝐹𝑖𝑠ℎ𝑠, then 

every AF𝐹𝑖𝑠ℎ𝑠 goes on a foraging spree to locate its closest 

neighbor, which means finding the routing information in the 

𝑇𝑠  set with the highest possible proximity score and adding it 

to 𝐹𝑖𝑠ℎ𝑠. This is followed by an update to the collection of 

neighbors corresponding to 𝐹𝑖𝑠ℎ𝑠. Consider all fish should 

have a separate set of neighbors introduced to them. Until the 

number of fish neighbors grows to 𝐹𝑡, the 𝐹𝑟𝐵 is repeated. If 

there are many neighbors with the same most excellent 

proximity score in the 𝑇𝑠  set, then randomly select one among 

them by employing 𝑅𝐵. 

4.3. Observing and Reacting 

The index is maintained in 𝐸𝐹𝑆𝑂𝑅𝑃 for determining which 

routing information are essential to identify the best 

candidates in route to reaching the destination. It is possible to 

compute the total weight of routing information 𝑜 by adding 

up the weights of all the edges that are directly related to it, as 

Eq.(7). 

𝑤𝑒𝑖𝑔ℎ𝑡(𝑜) = ∑ 𝑁𝑟𝜔𝑇𝑜
(𝑜, 𝑟)                                   (7) 

Routing information, i.e., 𝑜 has a set of neighbors called 𝑇𝑜  

and the weight between 𝑜 and 𝑟 is called 𝑁(𝑜, 𝑟). 𝐸𝐹𝑆𝑂𝑅𝑃 

proposes an index to evaluate the total essentiality of 𝐹𝑡 

routing information introduced to each initial 𝐹𝑡 of 𝐴𝐹, which 

is described using Eq.(8). 

𝑒𝑠𝑠𝑒𝑛𝑡𝑖𝑎𝑙𝑙𝑦(𝑠) = ∑ 𝑊𝑒𝑖𝑔ℎ𝑡𝑜𝜔𝐴𝑑𝑑(𝑠) (𝑜)               (8) 

The routing information added to the first AF 𝐹𝑖𝑠ℎ𝑠 are called 

𝐴𝑑𝑑(𝑠). The more necessary a routing information set is, the 

higher its 𝑒𝑠𝑠𝑒𝑛𝑡𝑖𝑎𝑙𝑖𝑡𝑦(𝑠) value becomes 𝐴𝑑𝑑(𝑠). A fish 

with the greatest essentiality value is chosen as the best 𝐴𝐹. In 

the Candidate set’s routing information, recently identified 

routing information is added to the ideal one, and it can be 

considered a 𝐶𝑎𝑛𝑑𝑖𝑑𝑎𝑡𝑒’s essential routing information. 

4.4. Assembled Groups 

The Algorithm 𝐸𝐹𝑆𝑂𝑅𝑃 depicts the general framework for 

identifying essential routing information, which is depicted in 

Algorithm 1. Except for the ideal fish, the remaining putative 

necessary routing information comes from the 𝐴𝑑𝑑 sets 

corresponding to the other 𝐴𝐹’s, which appears as Algorithm 

1. The routing information in these 𝐴𝑑𝑑 sets is sorted by 

weight in descending order. 𝐶𝑎𝑛𝑑𝑖𝑑𝑎𝑡𝑒 will have a total of 

𝐹𝑡 candidate essential routing information where the number 

of candidate essential routing information needed to be 

predicted is 𝑈𝑡. Then, the top (𝑈𝑡 −  𝐹𝑡) of ranking routing 

information are picked and added to the 𝐶𝑎𝑛𝑑𝑖𝑑𝑎𝑡𝑒 

collection. The connection between 𝐹𝑡 and 𝑈𝑡 in this research 

meets Eq (9). As a result, the list of candidates' necessary 

routing information is divided into two parts: one routing 

information is added to the ideal fish, and another routing 

information is added to the other fish at the top of the ranking 

list in the search and mathematically denoted using Eq.(9). 

𝐹𝑡 = 1.1 ×
𝑈𝑡

𝑇
                                                      (9) 

where 𝑇 indicates the total number of 𝐴𝐹. 

4.5. Time-Complexity for Route Selection 

EFSORP’s time complexity is examined to evaluate the 

protocol’s performance in identifying the best route. Best 

routes are not good at all times in WSN. For instance, if the 

best route (i.e., the quality of the route is good) consumes 

more time to deliver the data to the destination, it is not 

considered the best route. T is the initial population size of the 

AF, c is the amount of available essential routing information 

in each fish, Ft is the number of routing information given to 

each initial AF, and Ut is the number of essential routing 

information of candidates, all of which is shown in Algorithm 

1. The following chart illustrates the degree of time 

complexity. 

1) The initialization of AF’s takes K(T∗c) time. 

2) K(Ft∗T∗c) indicates the temporal complexity for adding 

routing information to AF’s by FrB or RB. 

3) Finding a portion of potential routing information using 

the FoB has a temporal complexity of K((T + 1)∗Ft). 

4) It takes K((T − 1)∗Ft + (Ut − Ft)) to locate the rest of 

the putative essential routing information using SB. 

Input:  

(i) 𝑊𝑆𝑁 network 𝐽 = (𝑅, 𝐻) 

(ii) Data related to (i) RO,  

(iii) Localization of Subcellular 

(iv) identified set of essential routing information,  
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(v) essential routing information count of candidate 𝑈𝑡 

(vi) neighbor routing information count included in 

every fish 𝐹𝑡. 

Output:  

(i) List of essential routing information that have been 

identified 𝐶𝑎𝑛𝑑𝑖𝑑𝑎𝑡𝑒 

Procedure: 

1: 𝑇 number of 𝐴𝐹 should be created at the beginning 

2: Each fish includes m known necessary routing 

information, hence 𝐹𝑖𝑠ℎ𝑠 =
(𝐻𝑀𝑠1, 𝐻𝑀𝑠2, … . 𝐻𝑀𝑠𝑐)(𝑠 = 1,2, … . 𝑇) 

3: Foreach 𝑠 = 1 to 𝐹𝑡 

4: Foreach 𝐴𝐹  𝐹𝑖𝑠ℎ𝑠 

5: Perform 𝐹𝑟𝐵 to find the nearest neighbor via 

applying Eq.(6) 

6: Update every individual 𝐴𝐹 

7: End Foreach 

8: End Foreach 

9: Follow the below steps to discover the best 𝐴𝐹 via 

applying Eq.(8) 

10: Update the routing information equivalent to 

𝐶𝑎𝑛𝑑𝑖𝑑𝑎𝑡𝑒 set; 

11: By utilizing Eq.(7), perform 𝑆𝐵 to discover the 

remaining routing information that are fully potential 

12: 𝐶𝑎𝑛𝑑𝑖𝑑𝑎𝑡𝑒 Output 

Algorithm 1 Pseudocode of EFSORP 

5. SIMULATION SETTING AND PERFORMANCE 

METRICS 

Table 1 Simulation Settings 

Bandwidth 100Hz 

Initial energy level at nodes 10J 

MAC Protocol Version CW-MAC802.11DCF 

Node density 350 

Network Boundary Limit 1.5kmx1.5kmx1.5km 

Packet size 74bytes 

Runtime 300s 

Rate of data transmission 10kbps 

Sink density 4 

Size of packet header 10bytes 

Sensor nodes transmission range ≈350m 

Transmission power 20W 

WSN’s protocol simulation and implementation features have 

long been a mystery to researchers, particularly the network’s 

overall performance. WSN routing protocol analysis can be 

done using a variety of simulation settings. With NS3 

simulations, an analysis of 𝐸𝐹𝑆𝑂𝑅𝑃 is carried out against the 

existing routing protocols. The NS3 was used to evaluate 

𝐸𝐹𝑆𝑂𝑅𝑃 against the current routing protocols. 𝐸𝐹𝑆𝑂𝑅𝑃 and 

existing routing protocols are analyzed to understand the 

merits and demerits of the design. According to this research, 

the NS3 simulator works best with the C++ programming 

language. Table 1 summarizes the simulation setting used to 

assess the 𝐸𝐹𝑆𝑂𝑅𝑃 against the existing routing protocols. 

5.1. Performance Metrics 

 Delay is the time difference between packets received at 

the destination node and packets transmitted by the source 

node. 

 Packet Delivery Ratio can be defined as the ratio of data 

packets received at the receiver-end to those transmitted 

by the sender end. 

 Packet Loss Ratio is the ratio of packets that have not 

reached the destination against the total packets sent by the 

source node. 

 Throughput represents the amount of data that can be 

delivered from a source to a destination in a particular 

amount of time. 

 Energy Consumption is the entire amount of energy used 

by a packet to travel destination from the source. 

6. RESULTS AND DISCUSSION 

6.1. Delay Analysis 

The X-axis and Y-axis of Figure 1 are indicated with node 

density and delay measured in milliseconds. Figure 1 shows 

that the proposed routing protocol 𝐸𝐹𝑆𝑂𝑅𝑃 has the lowest 

𝑑𝑒𝑙𝑎𝑦 than 𝑁𝐹𝑂 and 𝐹𝐼𝑆 − 𝑅𝐺𝑆𝑂. EFSORP uses 

optimization strategies to identify the best route among the 

different available routes in 𝑊𝑆𝑁, leading to face minimum 

𝑑𝑒𝑙𝑎𝑦. 𝐸𝐶𝐶 in 𝐸𝐹𝑂𝑆𝑅𝑃 assist in meeting minimum 𝑑𝑒𝑙𝑎𝑦. 

𝑁𝐹𝑂 and 𝐹𝐼𝑆 − 𝑅𝐺𝑆𝑂 aim to find the route to the destination 

in the shortest time. They ignore the quality of the route, 

which leads them to use a lousy route that causes the route to 
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fail and need retransmission. Table 2a summarizes the data 

values of Figure 1 to aid comprehension, and Table 2b 

provides the average of 𝑑𝑒𝑙𝑎𝑦 faced by routing protocols. 

 

Figure 1 EFSORP vs Delay 

Table 2a Delay - Result Values 

Node 

Density 

NFO 

(ms) 

FIS-RGSO 

(ms) 
EFSORP (ms) 

50 5295 5072 4852 

100 5516 5181 5076 

150 5772 5394 5181 

200 5987 5473 5306 

250 6073 5709 5425 

Table 2b Average Delay 

Routing Protocols Average Delay (%) 

NFO 5728.6 

FIS-RGSO 5365.8 

EFSORP 5168.0 

6.2. Packet Delivery Ratio Analysis 

X-axis and Y-axis of Figure 2 are indicated with node density 

and 𝑃𝑎𝑐𝑘𝑒𝑡 𝐷𝑒𝑙𝑖𝑣𝑒𝑟𝑦 𝑅𝑎𝑡𝑖𝑜 measured in percentage. Figure 

2 shows that the proposed routing protocol 𝐸𝐹𝑆𝑂𝑅𝑃 has 

better 𝑃𝑎𝑐𝑘𝑒𝑡 𝐷𝑒𝑙𝑖𝑣𝑒𝑟𝑦 𝑅𝑎𝑡𝑖𝑜 when compared with 𝑁𝐹𝑂 

and 𝐹𝐼𝑆 − 𝑅𝐺𝑆𝑂. Route sharing strategy assists 𝐸𝐹𝑆𝑂𝑅𝑃 to 

attain better 𝑃𝑎𝑐𝑘𝑒𝑡 𝐷𝑒𝑙𝑖𝑣𝑒𝑟𝑦 𝑅𝑎𝑡𝑖𝑜. Methods of sharing the 

identified routes with neighbor nodes are not present in 𝑁𝐹𝑂 

and 𝐹𝐼𝑆 − 𝑅𝐺𝑆𝑂, which makes them deliver a low number of 

packets to the destination than 𝐸𝐹𝑆𝑂𝑅𝑃. In short, the greedy 

mode is utilized for sending the packet to the destination 

without checking its quality, and it ends with route failure and 

leads the packets to fail. Table 3a summarizes the data values 

of Figure 2 to aid comprehension, and Table 3b provides an 

average of 𝑃𝑎𝑐𝑘𝑒𝑡 𝐷𝑒𝑙𝑖𝑣𝑒𝑟𝑦 𝑅𝑎𝑡𝑖𝑜 provided by routing 

protocols. 

 

Figure 2 EFSORP vs Packet Delivery Ratio 

Table 3a Packet Delivery Ratio - Result Values 

Node 

Density   

NFO 

(%) 

FIS-RGSO 

(%) 

EFSORP 

(%) 

50 78.266 88.324 90.504 

100 77.102 84.844 87.832 

150 73.848 81.568 84.239 

200 70.737 78.413 81.504 

250 67.396 72.879 79.230 

Table 3b Average Packet Delivery Ratio 

Routing Protocols Average Packet Delivery Ratio (%) 

NFO 73.470 

FIS-RGSO 81.206 

EFSORP 84.662 
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6.3. Packet Loss Ratio Analysis 

The X-axis and Y-axis of Figure 3 are shown with node 

density and 𝑃𝑎𝑐𝑘𝑒𝑡 𝐿𝑜𝑠𝑠 𝑅𝑎𝑡𝑖𝑜 percentages on each axis. 

Figure 3 demonstrates that the proposed routing protocol 

𝐸𝐹𝑆𝑂𝑅𝑃 outperforms 𝑁𝐹𝑂 and 𝐹𝐼𝑆 − 𝑅𝐺𝑆𝑂 in terms of 

𝑃𝑎𝑐𝑘𝑒𝑡 𝐿𝑜𝑠𝑠 𝑅𝑎𝑡𝑖𝑜. Whenever a packet to the destination 

faces minimum delay, there is a deficient packet loss level. 

When the delay increases, then the 𝑃𝑎𝑐𝑘𝑒𝑡 𝐿𝑜𝑠𝑠 𝑅𝑎𝑡𝑖𝑜 

increases automatically. 𝐸𝐹𝑆𝑂𝑅𝑃 identifies the route only 

based on optimization because it faces minimum delay and 

low packet loss. Due to sending the packet in low-quality 

routes, 𝑁𝐹𝑂 and 𝐹𝐼𝑆 − 𝑅𝐺𝑆𝑂 multiple route failure end in 

high packet loss. For ease of understanding, the data values of 

Figure 3 have been condensed in Table 4a, and Table 4b 

provides an average of 𝑃𝑎𝑐𝑘𝑒𝑡 𝐿𝑜𝑠𝑠 𝑅𝑎𝑡𝑖𝑜 provided by 

routing protocols. 

 

Figure 3 EFSORP vs PLR 

Table 4a Packet Loss Ratio - Result Values 

Node 

Density   

NFO 

(%) 

FIS-RGSO 

(%) 

EFSORP 

(%) 

50 21.734 11.676 9.496 

100 22.898 15.156 12.168 

150 26.152 18.432 15.761 

200 29.263 21.587 18.496 

250 32.604 27.121 20.770 

Table 4b Average Packet Loss Ratio 

Routing Protocols Average Packet Loss Ratio (%) 

NFO 26.530 

FIS-RGSO 18.794 

EFSORP 15.338 

6.4. Throughput Analysis 

Figure 4's X and Y axes are shown with node density and 

𝑇ℎ𝑟𝑜𝑢𝑔ℎ𝑝𝑢𝑡 measured in kbps, respectively. A comparison 

of 𝐸𝐹𝑆𝑂𝑅𝑃, 𝑁𝐹𝑂, and 𝐹𝐼𝑆 − 𝑅𝐺𝑆𝑂 demonstrates that 

𝐸𝐹𝑆𝑂𝑅𝑃 has the best TP. EFSORP’s optimization design 

adopts maximum node density and identifies the best route to 

the destination. Optimization in 𝐸𝐹𝑆𝑂𝑅𝑃 assists in attaining 

better 𝑇ℎ𝑟𝑜𝑢𝑔ℎ𝑝𝑢𝑡. During the node density increase, like 

other routing protocols 𝐸𝐹𝑂𝑆𝑅𝑃 also decreased 

𝑇ℎ𝑟𝑜𝑢𝑔ℎ𝑝𝑢𝑡, but not like other routing protocols, severe 

decrement in 𝑇ℎ𝑟𝑜𝑢𝑔ℎ𝑝𝑢𝑡. 𝑁𝐹𝑂 and 𝐹𝐼𝑆 − 𝑅𝐺𝑆𝑂 are 

designed to perform network operations (i.e., routing) with 

minimum node density, resulting in minimum 𝑇ℎ𝑟𝑜𝑢𝑔ℎ𝑝𝑢𝑡 

than 𝐸𝐹𝑆𝑂𝑅𝑃, during the increase of node density, 𝑁𝐹𝑂 and 

𝐹𝐼𝑆 − 𝑅𝐺𝑆𝑂 face the issue of identifying the best route, 

which results in maximum delay and minimum 𝑇ℎ𝑟𝑜𝑢𝑔ℎ𝑝𝑢𝑡. 

Figure 4's data values are summarized in Table 5a to make it 

easier to understand, and Table 5b provides the average 

throughput of routing protocols. 

 

Figure 4 EFSORP vs Throughput 

 



International Journal of Computer Networks and Applications (IJCNA)   

DOI: 10.22247/ijcna/2022/212556                 Volume 9, Issue 3, May – June (2022) 

  

 

   

ISSN: 2395-0455                                                  ©EverScience Publications       313 

     

RESEARCH ARTICLE 

Table 5a Throughput - Result Values 

Node 

Density 

NFO 

(Kbps) 

FIS-

RGSO(Kbps) 

EFSORP

(Kbps) 

50 225.097 228.878 232.596 

100 221.818 225.214 231.127 

150 215.745 221.048 226.830 

200 214.039 217.268 221.413 

250 209.132 212.782 220.340 

Table 5b Average Throughput 

Routing Protocols Average Throughput (Kbps) 

NFO 217.166 

FIS-RGSO 221.038 

EFSORP 226.461 

6.5. Energy Consumption Analysis 

 

Figure 5 EFSORP vs EC 

As seen in Figure 5, the node density and 

𝐸𝑛𝑒𝑟𝑔𝑦 𝐶𝑜𝑛𝑠𝑢𝑚𝑝𝑡𝑖𝑜𝑛 are shown on the X-axis and Y-axis, 

respectively. It is shown in Figure 5 that 𝐸𝐹𝑆𝑂𝑅𝑃 proposed 

routing protocol has less 𝐸𝑛𝑒𝑟𝑔𝑦 𝐶𝑜𝑛𝑠𝑢𝑚𝑝𝑡𝑖𝑜𝑛 than 𝑁𝐹𝑂 

and 𝐹𝐼𝑆 − 𝑅𝐺𝑆𝑂. Route and node selection in 𝐸𝐹𝑆𝑂𝑅𝑃 are 

made using observing and reacting phases. 𝐸𝐹𝑆𝑂𝑅𝑃 utilizes 

the index to evaluate the total essentiality of the route 

identified. It makes 𝐸𝐹𝑆𝑂𝑅𝑃 determine the route has a 

deficient level of congestion leading to delivering the packet 

in a short duration and saving the maximum energy spent on 

it. 𝑁𝐹𝑂 and 𝐹𝐼𝑆 − 𝑅𝐺𝑆𝑂 don’t concentrate on selecting 

better nodes in the route. Due to this route failure, multiple 

retransmission arises in the network at unexpected times, 

leading to more 𝐸𝑛𝑒𝑟𝑔𝑦 𝐶𝑜𝑛𝑠𝑢𝑚𝑝𝑡𝑖𝑜𝑛. Table 6a provides an 

overview of the data in Figure 5 to make it easier to 

understand, and Table 6b provides the average energy 

consumed by routing protocols. 

Table 6a EC - Result Values 

 Node 

Density  
NFO (%) FIS-RGSO (%) EFSORP (%) 

50 32.956 27.569 25.868 

100 41.007 38.609 34.924 

150 53.240 48.908 40.745 

200 71.447 58.245 50.990 

250 83.620 69.345 58.340 

Table 6b Average Energy Consumption 

Routing Protocols Average Energy Consumption (%) 

NFO 56.454 

FIS-RGSO 48.535 

EFSORP 42.173 

7. CONCLUSION 

𝑊𝑆𝑁s are a fast-growing area of research and 

commercialization. 𝑊𝑆𝑁s are used in various fields, 

including scientific, environmental and military. To keep 

track of changes in the environment, 𝑊𝑆𝑁 is utilized. Nodes 

in 𝑊𝑆𝑁s collect data about the local circumstances dispersed 

over a broad region and are set up to connect with the server, 

gateway and centralized hub. Data received from wireless 

sensor nodes are shared with other sophisticated platforms for 

further processing where delay and energy consumption are 

preferred. A new approach called 𝐸𝐹𝑆𝑂𝑅𝑃 is proposed in this 

paper to find the essential 𝑊𝑆𝑁 routes. First, 𝐸𝐹𝑆𝑂𝑅𝑃 

randomly selects a portion of known critical pathways as 
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initial artificial fishes of the Poisson process. The nearest 

neighbor for each fish is then found iteratively by conducting 

foraging behavior or random activity, and the neighbor is then 

added to the fish. Finally, following and swarming behavior 

are applied to identify potential vital pathways. To illustrate 

the effectiveness of 𝐸𝐹𝑆𝑂𝑅𝑃, this research conducted a series 

of simulations. Comparing 𝐸𝐹𝑆𝑂𝑅𝑃 to other routing 

protocols, the findings show that it performs well and it has 

consumed 42.173% of energy, whereas NFO and FIS-RGSO 

have consumed 56.454% and 48.535%, respectively. WSN 

networks will need to include more significant biological 

information and other sophisticated optimization methods in 

the future to pinpoint critical routes reliably. 
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